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Firebox T125
Enthält IntelligentAV, 4x 1Gb und 1x 2,5Gbit/s Ports, mit optionalem  
Wi-Fi 7 für intelligenten, platzsparenden Netzwerkschutz

Hochgeschwindigkeitssicherheit, speziell für Remote-Standorte entwickelt 
Die T125 wurde für die agilen Mitarbeiter von heute entwickelt und kombiniert fortschrittlichen Bedrohungsschutz mit SD-WAN-Kompatibilität,  
wodurch er sich ideal für kleine Standorte, Zweigstellen und Remote-Standorte eignet. Sie bietet Networking auf Enterprise-Niveau in einem kompakten 
Design, ausgestattet mit Dual-Band-SMA-Antennen für drahtlose Flexibilität und 2,5 Gbit/s-fähigen Schnittstellen für High-Speed-Konnektivität. Da 
alle Protokollierungs- und Berichtsfunktionen ohne weitere Kosten enthalten sind, erhalten Benutzer Zugriff auf über 100 Dashboards und Berichte, 
einschließlich PCI- und HIPAA-Standards.

Firebox T125/T125-W Leistungsbeschreibung
DATENDURCHSATZ 1

UTM (vollständiger Scan)2 510 Mbit/s
Firewall (IMIX) 660 Mbit/s
VPN (IMIX) 480 Mbit/s
HTTPS (IPS aktiviert, vollständiger Scan) 270 Mbit/s

Antivirus 880 Mbit/s

IPS (vollständiger Scan) 725 Mbit/s

Firewall (UDP 1518) 2,28 Gbit/s
VPN (UDP 1518) 1,44 Gbit/s

Kapazität

Netzwerkschnittstellen 1 x 2,5 GbE, 4 x 1 GbE
I/O-Schnittstellen 1 seriell/2 USB-A 3.2
Gleichzeitige Verbindungen 3.850.000
Gleichzeitige Verbindungen (Proxy) 125.000
Neue Verbindungen pro Sekunde 26.500
VLANs Unbegrenzt
WSM-Lizenzen (inkl.) 0
Enthaltene EDR-Core-Sensoren 5

VPN-Tunnel

Branch Office-VPN 10
Mobile VPN 10

Sicherheitsfunktionen

Firewall Stateful Packet Inspection, TLS-Verschlüsselung, Proxy-Firewall

Anwendungs-Proxys
HTTP, HTTPS, FTP, DNS, TCP/UDP, POP3S, SMTPS, IMAPS und expliziter Proxy-Modus
IMAPS und expliziter Proxy-Modus

Bedrohungsschutz DoS-Angriffe, fragmentierte und schadhafte Pakete, Blended Threats 

Filteroptionen Browser Safe Search, Google for Business

VPN

Site-to-Site-VPN IKEv2, IPSec, Policy- und Routen-basierte Tunnel, TLS Hub-and-Spoke

Remote Access-VPN IKEv2, IPSec, L2TP, TLS

Transparenz

Protokollierung und Benachrichtigungen WatchGuard Cloud & Dimension, Syslog, SNMP v2/v3

Reporting WatchGuard Cloud enthält über 100 vordefinierte Berichte sowie Übersichtsdarstellungen und Visualisierungswerkzeuge.

Wir verwenden Firewalls von WatchGuard an mehreren Standorten. Die Modelle reichen von klein bis groß, aber an allen Standorten 
nutzen wir die komplette Security Suite. Die Firewalls sind einfach zu konfigurieren und die Sicherheitselemente der vollständigen 

Suite bieten einen erheblichen Mehrwert. Dies alles zu einem wesentlich niedrigeren Kostenpunkt als der der Konkurrenz.
~Verifizierter Benutzer
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